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Executive Summary  

European digital policy and recent developments, such as the European Digital Identity Framework, 
show a first outline of a future that goes beyond eGovernment Interoperability. A thorough analysis of 
current EU policy documents reveals an underlying vision of a seamless Digital Single Market (DSM) 
ecosystem - One Network for Europe ONE, exhibiting the following eight aspects: 

¤ Overcoming the Boundaries Between Public, Private and Third Sector 
¤ A European Ecosystem Instead of Interconnecting National Silos 
¤ People-centricity and Sovereignty 
¤ Inclusion 
¤ Free Flow of Data 
¤ Secure and Trusted Environment 
¤ Increasing role of the government 
¤ Cross-sectoral Governance on European Level 

Expert interviews were used to collect insights into practical steps towards this vision, exploring what 
would be needed to create a European DSM ecosystem that will maximise the growth potential of our 
European Digital Economy, provide an optimal breeding ground for digital start-ups and at the same 
time be people-centric and preserve our privacy and sovereignty as EU citizens. 

From the interviews we see confirmed that harmonization cannot stop on the legal level but needs to 
include the level of organisational and technical specifications while being mandatory for both EU and 
Member State level. This requires strengthened governance of the digitization of Europe. The 
proposed Interoperable Europe Act [9] is seen as a very important step in the right direction with the 
expectation that the Interoperable Europe Board will evolve over time to the central governance body, 
with an even stronger mandate than defined in the first proposal. The insight gained for the interviews 
concerning the future architecture confirmed the importance of the EUDIW and the central role of 
harmonized semantics allowing automated reuse of information across the Union. Interestingly the 
second focus of architecture related responses are closely related to the harmonization and 
governance, calling for the use of standards, the use of common description languages, improved 
cartography of ready-to-use toolboxes. A very concrete focus was put on data in enabling the data-
driven economy: data should be easily available across the Union with a data access logic managed on 
EU-level. 

On the basis of the interview results, the literature analysis and the insights gained in from de DE4A 
project, a functional architecture landscape was derived, consisting of 6 functional areas, containing 
21 architecture elements (or components) of which only some highlights are summarized here. 

In the User area, we found that the EUDIW is a very powerful basis for two people-centric components: 
that we called the human Digital Twin and European Passepartout. The human Digital Twin will need 
to consist of multiple, separate personas in order to be privacy preserving. The European Passepartout 
is a universal, yet not uniform, άmaster keyά that must support both full as well as pseudonymous 
identification to allow separate personas to behave independently from each other. 

Legally valid, harmonized structured data that can be directly reused in a fully automated way (cf. 
canonical evidence or electronic attestation of attributes) is the most prominent element in Data and 
Sources. Other important element is a catalogue (or catalogue of catalogues) of roles (and professions 
and rights) and data services and a multilingual ontology repository. These catalogues and repositories 
must allow automated querying and validation against them (cf. trust lists).  

The elements of the Usage and Functionality area draw a picture of loosely coupled business services 
that break open the national and sectoral silos an can be used irrespective of the origin within the 
Union or ownership (public or private) of the service. These services would build on standard protocols 
and as far as possible on ready-to-use building blocks. 
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The above builds on Horizontal Functions, namely a Multi-pattern Exchange Architecture and an 
Attestation-based Access Management System. The latter is expected to use validation against the 
catalogue of roles and the ontology repository. 

Some elements that are required for the preparation and initialization of the ecosystem are compiled 
in the Prerequisites. Digital ready legislation and the availability of interoperability skills fall in this 
area, as does the need for a DSM value model.  

Not of the least importance is the area of Governance, which is structured top-down, from the need 
to be stronger involved in international governance to the need to anchor operational governance in 
a permanent interoperability agency. 

Overall, we see that current developments, such as the OOTS [12] [13], the EUDIW[16][17][9] as well 
as regulatory measures such as the Interoperable Europe Act are all moving Europe towards the ONE 
vision. There are, however, nine points that require further attention research: 

1. Legal validity of structure data should be established on European Level. 
2. There is an apparent need to interoperability agreements that are binding across the Union 

and applicable for both the public as the private sector, yet less rigid than laws. 
3. Our governments should claim their role in the Governance of an interoperable Europe that 

extends from the eGovernment domain to cover the entire DSM, hence including private 
actors. This requires establishing strong European digital governance bodies. 

4. Member states and the Commission should take a proactive and coordinated stance in 
international governance bodies concerning questions of the digital economy, including 
international standardization bodies. 

5. The Wallet should be a European Passepartout supporting pseudonymous identification and 
allowing the user to manage the different personas of their human Digital Twin in a privacy-
enhancing way. 

6. The management of semantics should be recognized as a European endeavour, including the 
creation of multilingual ontology repositories and a semantic elicitation approach to create 
and maintain ontologies on European level. 

7. The creation of an attestation-based access management logic that must be highly 
decentralized, yet applicable across the Union and across different channels requires further 
research and development, as it is crucial for the success of the DSM. 

8. The OOTS and EUDIW provide a good basis for establishing a muti-pattern exchange 
architecture, but establishing such a horizontal, multi-pattern architecture should be 
recognized as an overarching goal and managed consistently. 

9. A value model of the DSM should be developed to mitigate the risk of value dissipating from 
budget financed services to commercial enterprises.   

Concluding, we can establish that attaining the ONE-vision of a seamless Digital Single Market 
Ecosystem does depend more on conceptual and governance challenges than the lack of technological 
ŎŀǇŀōƛƭƛǘȅΦ ¦ǎƛƴƎ ƻǳǊ ǎǇŜŎƛŦƛŎ ǎǘǊŜƴƎǘƘ ŀƴŘ ǘǊǳǎǘƛƴƎ ƛƴ άthe best of Europe - open, fair, diverse, 
democratic, and confidentέ [3] ǿŜ ǎƘƻǳƭŘ ƛƴŘŜŜŘ ōŜ ŀōƭŜ ǘƻ ŀŎƘƛŜǾŜ ǘƘŜ Ǝƻŀƭ ǘƘŀǘ άEurope must lead 
the transition to a [..] a new digital world.έ [10].  
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1. Introduction  

1.1.   Purpose of the Document 

One objective of DE4A is to envision different target architecture states at different time horizons that 
provide guidance to the further development of European governmental interoperability solutions and 
platforms. This deliverable presents a consolidated architecture vision for the long-term time horizon, 
specifically the time beyond this Digital Decade [4]. The starting hypothesis is that the digital 
transformation of European administrations, national governments and public authorities has a 
profound impact on the development of the data-driven economy and the social and economic reality 
of the single market and its global competitive position. 

The objective of D2.8 is to provide guidance and focus for architects and policy makers both on Union 
and Member State level.  The authors attempt to put forward a positive, ambitious, yet attainable, 
architecture vision of the future of interoperability that transcends both national boundaries and 
classical roles of public administration, private and third sector. This vision for One Network for Europe 
(ONE) builds on insights and direction derived from current EU policy documents and regulations and 
covers a range of legal, semantic, organizational, and technical solution elements or approaches. These 
key solution elements are derived, following an inductive approach, from semi-structured interviews 
with renowned European experts in the area of cross-border eGovernment interoperability and the 
digital economy. 

1.2. Research Method and Structure of the Document 

The research consists of two mayor parts. First, a literature review of recent EU policy documents and 
regulations uses a deductive approach, to validate the starting hypothesis: Current EU policy is directed 
towards the vision of a seamless Digital Single Market (DSM) ecosystem. This analysis resulted in 8 
aspects of the ONE vision described in chapter 2. 

Second, a series of semi-structured interviews was performed with European experts to collect ideas 
ƻƴ ŀŎǘƛƻƴŀōƭŜ άǎƻƭǳǘƛƻƴ ŜƭŜƳŜƴǘǎέ ǘƘŀǘ would need to be put in place to attain the ONE vision. Current 
policy focusses approximately 10 years into the future ς the Digital Decade ς and does so from a 
strategic, goal-setting perspective. The interviews aimed to look beyond this decade and were set up 
to collected thoughts, ideas and dreams that usually life in the margins of the daily work and mostly 
remain undocumented. The responses are analysed in chapter 3. 

In chapter 4, the authors apply inductive reasoning based on the policy insights, interview results and 
insights gained in the course of the DE4A project to derive a landscape of functional architecture 
elements that are required for attaining the general vision outlined in chapter 2. 

The document concludes in chapter 5 with a summary of the main findings.  

1.3. Relation to other DE4A Deliverables 

D2.8 builds upon insight from the DE4A Project Start Architectures D2.5 [26], insight obtained from 
the pilots as well as the insights from the mid-term target architecture description brought forward in 
D2.7 (Interoperability Architecture for Cross-border Procedures and Evidence Exchange in light of the 
Single Digital Gateway Regulation). Alignment meetings where held with WP6 άSustainable impact and 
new governance modelsέ and WP7 άLegal and ethical compliance and consensus buildingέ as their 
deliverables were written in parallel. D2.8 is an externally directed report and has no directly 
dependent deliverables in DE4A. 
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2. Long -term  EU Policy Perspective on the Digital 

Single Market and European Interoperability  

The European Commission (EC) defined the Digital Single Market (DSM) in 2015 as ά[..] one in which 
the free movement of goods, persons, services and capital is ensured and where individuals and 
businesses can seamlessly access and exercise online activities under conditions of fair competition, 
and a high level of consumer and personal data protection, irrespective of their nationality or place of 
residence.έ [1] The importance of achieving a DSM is highlighted as it άwill ensure that Europe 
maintains its position as a world leader in the digital economy, helping European companies to grow 
globally.έ [1] One way in which this is happening is, because a DSM άώΦ.] can create opportunities for 
new start-ups and allow existing companies to grow and profit from the scale of a market of over 500 
million people.έ [1] in an environment ǿƘŜǊŜ άώΦΦϐ most economic activity will depend on digital 
ecosystems, integrating digital infrastructure, hardware and software, applications and data.έ [1] 

The ƴƻǘƛƻƴ ǘƘŀǘ άDigital technologies are profoundly changing our daily life, our way of working and 
doing business, and the way people travel, communicate and relate with each other ώΧϐέ [3] was 
reconfirmed by the EC in 2020 and thought to be άas fundamental as [the transformation] caused by 
the industrial revolution.έ [3]. The unchanged or even increased importance of the 5{a ŦƻǊ άShaping 
9ǳǊƻǇŜΩǎ 5ƛƎƛǘŀƭ CǳǘǳǊŜέ is expressed in the 2nd key objective ŦƻǊ άA fair and competitive economy: A 
frictionless single market, where companies of all sizes and in any sector can compete on equal terms, 
and can develop, market and use digital technologies, products and services at a scale that boosts their 
productivity and global competitiveness, and consumers can be confident that their rights are 
respected.έ [3] 

This continued focus on the DSM is also mirrored in the 2030 Digital Compass: άDigitalisation endows 
people with new sources of prosperity, allowing entrepreneurs to innovate, set up and grow their 
business wherever they live, opening markets and investments across Europe and globally, and 
creating new jobs at a time when an increasing number of Europeans feel threatened in their economic 
security or environment.έ[4] and in the Berlin Declaration ǘƘŀǘ Ǉǳǘ ŦƻǊǿŀǊŘ ǘƘŜ ƻōƧŜŎǘƛǾŜ ǘƻ άFoster 
resilience and sustainability by strengthening the Digital Single Market that reaps the economic and 
social benefits of digitalisation and connectivity for citizens in all countries and regions;έ [5] 

Among all achievements that were attained along the tree pillars of the Digital Single Market Strategy 
[1] we would like to mention especially the EU regulatory achievements that were concluded by ά! 
new Digital Services Act [that upgrades] our liability and safety rules for digital platforms, services and 
products, and complete our Digital Single Market.έ [10]: The Open Data Directive [7], the Digital 
Markets Act [6] and the European Declaration of Digital Rights and Principles [8]. Additionally, the 
ongoing investment in the Single Digital Gateway (SDG) [12] and the Once-Only Technical System (OOT) 
[13] must be highlighted as essential for the DSM. They build on the important investments made is 
context of CEF [14] and ISA2 [15]. However, and without disesteem for the great achievements of 
creating a DSM in period from 2015 to 2021, we clearly can observe a broad consensus for the 
importance of  further fostering the DSM [3] [4] [5] in the decade(s) ahead: άour stated ambition is 
more relevant than ever: to pursue digital policies that empower people and businesses to seize a 
human centred, sustainable and more prosperous digital future.έ [4] 

Europe also has specific strengths that gives confidence for the long-term future of the digital economy 
where the DSM ǿƛƭƭ ƴƻǘ ƻƴƭȅ άƳŀƛƴǘŀƛƴǎ ƛǘǎ Ǉƻǎƛǘƛƻƴ ŀǎ ŀ ǿƻǊƭŘ ƭŜŀŘŜǊ ƛƴ ǘƘŜ ŘƛƎƛǘŀƭ ŜŎƻƴƻƳȅέ [1] but 
can develop into the leading digital economyΥ άŀƴ ƻǇŜƴ ŀƴŘ competitive single market, strong rules 
embedding European values, being an assertive player in fair and rule-based international trade, its 
solid industrial base, highly-ǎƪƛƭƭŜŘ ŎƛǘƛȊŜƴǎ ŀƴŘ ŀ Ǌƻōǳǎǘ ŎƛǾƛƭ ǎƻŎƛŜǘȅΦέ [4] And leadership in the digital 
economy goes beyond economic strength: άThis digital Europe should reflect the best of Europe - open, 
fair, diverse, democratic, and confidentέ [3] In more practical terms this meansΥ άǇǳǘǘƛƴƎ ǇŜƻǇƭŜ ŀǘ ǘƘŜ 
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centre of the digital transformation; underlying solidarity and inclusion; restating the importance of 
freedom of choice; participation in the digital public space; safety, security and empowerment; and 
ǎǳǎǘŀƛƴŀōƛƭƛǘȅέ [8]  in pursuit of the goal that  ά9ǳǊƻǇŜ Ƴǳǎǘ lead the transition to a healthy planet and 
ŀ ƴŜǿ ŘƛƎƛǘŀƭ ǿƻǊƭŘΦέ [10].  

{ǳƳƳŀǊƛȊƛƴƎΣ ά¢ƘŜ 9ǳǊƻǇŜŀƴ ǿŀȅ ǘƻ ŀ ŘƛƎƛǘŀƭƛǎŜŘ ŜŎƻƴƻƳȅ ŀƴŘ ǎƻŎƛŜǘȅ ƛǎ ŀōƻǳǘ ǎƻƭƛŘŀǊƛǘȅΣ ǇǊƻǎǇŜǊƛǘȅΣ 
and sustainability, anchored in empowerment of its citizens and businesses, ensuring the security and 
resilience of its digital ecosystem and supply chainsΦέ [4] One required property of this DSM ecosystem 
is interoperability across Europe; The barriers in the DSM are not only regulatory in nature and exist 
on all levels of the European Interoperability Framework [EIF] [2]: legal, organisational, semantic and 
technical. The EIF provides extremely valuable insights and direction for achieving and governing cross-
border interoperability and the authors highly recommend the application of its recommendations and 
principles. Whether we use the definition of interoperability from EIF1 or the proposed Interoperable 
Europe Act2 [9], however, interoperability in this context focusses on eGovernment and public services. 
This is in stark contrast with the much wider long-term aspiration of the DSM outlined above. If the 
DSM ecosystem ƛǎ ǘƻ ōŜ ŀƴ ŜƴǾƛǊƻƴƳŜƴǘ άwhere individuals and businesses can seamlessly access and 
exercise online activitiesέ [1], then we ought to move beyond the public service centred understanding 
of interoperability and envision a consistent and seamless, digital environment. Breaking down the 
barriers that exist in the DSM on all EIF layers, we can ǎŜŜ άhƴŜ bŜǘǿƻǊƪ ŦƻǊ 9ǳǊƻǇŜέ (ONE) emerge. 
This chapter outlines eight aspects of the ONE-vision that can be derived from current EU policy 
documents and regulations. 

2.1. Overcoming the Boundaries Between Public, Private and Third Sector 

As shown in the introduction above, the DSM ecosystem is ŀōƻǳǘ έƛƴŘƛǾƛŘǳŀƭǎ and businesses [that] 
Ŏŀƴ ǎŜŀƳƭŜǎǎƭȅ ŀŎŎŜǎǎ ŀƴŘ ŜȄŜǊŎƛǎŜ ƻƴƭƛƴŜ ŀŎǘƛǾƛǘƛŜǎέ [1] and it is clear ǘƘŀǘ ά¢ƘŜ ǇǳōƭƛŎ ǎŜŎǘƻǊ Ƙŀǎ ŀƴ 
ƛƳǇƻǊǘŀƴǘ ǊƻƭŜ ƛƴ ǎǘƛƳǳƭŀǘƛƴƎ ŘƛƎƛǘŀƭ ǘǊŀƴǎŦƻǊƳŀǘƛƻƴΦέ [10]. Digital public service and government 
regulated services will be crucial in άŜƴǎǳǊƛƴƎ ǘƘŜ ǎŜŎǳǊƛǘȅ ŀƴŘ ǊŜǎƛƭƛŜƴŎŜ ƻŦ ƛǘǎ ŘƛƎƛǘŀƭ ŜŎƻǎȅǎǘŜƳέ[4] in 
ǿƘƛŎƘ άconsumers can be confident that their rights are ǊŜǎǇŜŎǘŜŘΦέ [3] This means in a long-term 
perspective, we will need to overcome the boundaries between public, private and third sector digital 
services, having them build onto each other and reusing each other in a seamless manner. 

 

Figure 1: Types of Transactions between Administration, Business and Citizen in eGovernment and 
the Digital Single Market 

 

1 For the purpose of the EIF, interoperability is the ability of organisations ώΨhǊƎŀƴƛǎŀǘƛƻƴǎΩ ƘŜǊŜ ƳŜŀƴǎ ǇǳōƭƛŎ ŀŘƳƛƴƛǎǘǊŀǘƛƻƴ 
units or any entity acting on their behalf, or EU institutions or bodies.] to interact towards mutually beneficial goals, 
involving the sharing of information and knowledge between these organisations, through the business processes they 
support, by means of the exchange of data between their ICT systems. [1] 
2 !ǊǘƛŎƭŜ н όмύ ΨŎǊƻǎǎ-border interoperabƛƭƛǘȅΩ ƳŜŀƴǎ ǘƘŜ ŀōƛƭƛǘȅ ƻŦ ƴŜǘǿƻǊƪ ŀƴŘ ƛƴŦƻǊƳŀǘƛƻƴ ǎȅǎǘŜƳǎ ǘƻ ōŜ ǳǎŜŘ ōȅ ǇǳōƭƛŎ 
sector bodies in different Member States and institutions, bodies, and agencies of the Union in order to interact with each 
other by sharing data by means of electronic communication; [10] 
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The objective of the new EIF άto steer European interoperability initiatives contributes to a coherent 
European interoperable environment, and facilitates the delivery of services that work together, within 
and across organisations oǊ ŘƻƳŀƛƴǎέ [2] expresses exactly what is needed, except that their definition 
ƻŦ ƻǊƎŀƴƛǎŀǘƛƻƴ ǊŜǎǘǊƛŎǘǎ ƛǘǎ ŀǇǇƭƛŎŀōƛƭƛǘȅ ǘƻ ǘƘŜ ǇǳōƭƛŎ ŀŘƳƛƴƛǎǘǊŀǘƛƻƴΦ ¢ƘŜ ǎŎƻǇŜ ƻƴƭȅ άŎƻǾŜǊǎ ǘƘǊŜŜ 
types of interactions: A2A (administration to administration), [..] A2B (administration to business), [..] 
!н/ όŀŘƳƛƴƛǎǘǊŀǘƛƻƴ ǘƻ ŎƛǘƛȊŜƴύέ [1], whereas ONE would need to support another three types to 
facilitate the next level of the DSM, as shown in Figure 1: B2B (business to business), B2C (business to 
consumer) and C2C (consumer to consumer, or rather citizen to citizen) transactions. In the remainder 
of the document, insights and principles from the EIF are consequently treated as best practice 
guidance beyond the public administration domain. 

Recommendations of EIF on interoperability governance are an exception of the above: They cannot 
be that simply extrapolated across all 6 types of transactions because the government plays very 
diverse roles in these transactions (cf. section 2.3). The notion that the boundaries between public and 
private sectors are being overcome in de digital economy, however, is undeniable. Very practical 
examples are the emergence of GovTech companies and the development of the European Digital 
Identity Wallet (EUDIW) [16][17]. The latter is explicitly designed to serve the user (natural or legal 
person) in transactions with both, public and private service providers, hence covers five of the six 
types of transactions: A2C, A2B, B2C, B2C and C2C. As argued in the DE4A deliverable D2.7 [18], the 
aforementioned OOTS [13] is a solid basis to evolve into a multi-pattern architecture, fully supporting 
the sixth type, A2A, in support of A2C and A2B services. 

2.2. A European Ecosystem Instead of Interconnecting National Silos 

Currently, the eGovernment sector is mostly structured in Ψƴŀǘƛƻƴŀƭ ǎƛƭƻǎΩΣ closely integrated 
information systems, catering exclusively to the needs of national public service provisioning. 
Additionally, these silos are often further compartmentalized per sector. This is not at all surprising, as 
this mirrors the administrative structures on Union and on National Level as depicted in Figure 2. EIF 
ǊƛƎƘǘŦǳƭƭȅ ŀŘǾƻŎŀǘŜǎ ǘƘŀǘ άώΧϐΣ ŜŦŦƻǊǘǎ ǘƻ ŘƛƎƛǘƛǎŜ ǘƘŜ ǇǳōƭƛŎ ǎŜŎǘƻǊ ǎƘƻǳƭŘ ōŜ ǿŜƭƭ ŎƻƻǊŘƛƴŀǘŜŘ ŀǘ 
European and nationaƭ ƭŜǾŜƭǎ ǘƻ ŀǾƻƛŘ ŘƛƎƛǘŀƭ ŦǊŀƎƳŜƴǘŀǘƛƻƴ ƻŦ ǎŜǊǾƛŎŜǎ ŀƴŘ ŘŀǘŀΣ ŀƴŘ ƘŜƭǇ ǘƘŜ 9¦Ωǎ 
digital single market to work smoothlyέ [2], but the efforts of cross-border interoperability, these last 
decades were mostly focussed on interconnecting national silos with European (sectoral) systems. 
eDelivery [19], which is a crucial building block in Digital Europe, championed the 4-corner model [20]. 
This model did not as much advocate a hub-and-spoke architecture of national access points as it 
enable it to become a dominant implementation model [21], e.g. BRIS[22] and ESSII[23] 

This less than optimal situation is clearly recognized by the EC: άToo many European citizens feel like 
they have different opportunities in certain parts of Europe than they do in others. We need use all 
the tools at our disposal to put this right.έ [10] and a more seamless, fully interoperable, digital 
ecosystem is ǎŜŜƴ ŀǎ ƻƴŜ ƻŦ ǘƘŜǎŜ ǘƻƻƭǎΥ άDigitalisation can become a decisive enabler of rights and 
freedoms, allowing people to reach out beyond specific territories, social positions or community 
ƎǊƻǳǇǎΣ ŀƴŘ ƻǇŜƴƛƴƎ ƴŜǿ ǇƻǎǎƛōƛƭƛǘƛŜǎ ǘƻ ƭŜŀǊƴΣ ƘŀǾŜ ŦǳƴΣ ǿƻǊƪΣ ŜȄǇƭƻǊŜ ŀƴŘ ŦǳƭŦƛƭ ƻƴŜΩǎ ŀƳōƛǘƛƻƴǎΦ ¢Ƙƛǎ 
will enable a society where geographical distance matters less, because people can work, learn, 
interact with public administrations, manage their finance and payments, make use of health care 
systems, automated transport systems, participate to democratic life, be entertained or meet and 
discuss with people anywhere in the EU, including in rural and remote areas.έ [4] The Member States 
recently declared in Berlin ǘƘŜƛǊ άώΧϐ common political commitment regarding the stated priorities with 
a view to ensuring high quality, user-centric and seamless cross-border digital public services for 
citizens and businesses in developing a future-oriented European Single Market.έ [5] 

More specifically, the Berlin Declaration commits to ά{ǘǊŜƴƎǘƘŜƴ 9ǳǊƻǇŜΩǎ ŘƛƎƛǘŀƭ ǎƻǾŜǊŜƛƎƴǘȅ ŀƴŘ 
interoperability by establishing common standards and modular architectures;έ [5], which is perfectly 
ƛƴ ƭƛƴŜ ǿƛǘƘ 9LC wŜŎƻƳƳŜƴŘŀǘƛƻƴ орΥ ά5ŜŎƛŘŜ ƻƴ ŀ ŎƻƳƳƻƴ ǎŎƘŜƳŜ ŦƻǊ ƛƴǘŜǊŎƻƴƴŜŎǘƛƴƎ ƭƻƻǎŜƭȅ 
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coupled service components and put in place and maintain the necessary infrastructure for 
establishing and maintaining European public services.έ [2] and EIF Recommendation 36: άDevelop a 
shared infrastructure of reusable services and information sources that can be used by all public 
administrations.έ [2]  This call for a modular, loosely coupled architecture also resonates in the 
regulatory provisions of the Open Data Directive [7] that in Article 5 commits to the availability of data 
άǾƛŀ ǎǳƛǘŀōƭŜ !tLǎέ ŀƴŘ  άƛƴ ŦƻǊƳŀǘǎ ǘƘŀǘ ŀǊŜ ƻǇŜƴΣ ƳŀŎƘƛƴŜ-readable, accessible, findable and re-
usable, together with their metadata. Both the format and the metadata shall, where possible, comply 
ǿƛǘƘ ŦƻǊƳŀƭ ƻǇŜƴ ǎǘŀƴŘŀǊŘǎΦέ 

 

Figure 2: Emergence of a European Ecosystem 

These policy and regulatory advancements clearly envision ONE seamless, modular, standards-based, 
loosely coupled, European ecosystem that dissolves the existing national silos as shown in Figure 2. 
The EC in their 2030 Compass also sites potential projects under the Recovery and Resilience Fund that 
would constitute very promisingΣ ŎƻƴŎǊŜǘŜ ǎǘŜǇǎ ǘƻǿŀǊŘ ǘƘŀǘ ǾƛǎƛƻƴΥ άBuilding a common and multi-
purpose pan-European interconnected data processing infrastructure, to be used in full compliance 
with fundamental rights developing real-time (very low latency) edge capacities to serve end-ǳǎŜǊǎΩ 
needs close to where data are generated (i.e. at the edge of telecom networks), designing secure, low 
power and interoperable middleware platforms for sectoral uses, and enabling easy exchange and 
sharing of data, notably for Common European Data Spaces;έ [4] 

2.3. People-centricity and Sovereignty 

A third aspect of the long-term ONE vision is people-centricity. The Declaration of Digital Rights and 
Principles ƘŜŀŘƭƛƴŜǎ άChapter I: Putting people at the centre of the digital transformationέ  [8] and 
ŜȄǇƭƛŎƛǘƭȅ ǎǘŀǘŜŘ ǘƘŀǘ άThe EU vision for digital transformation puts people at the centre, empowers 
individuals and fosters innovative businesses.έ [8] several times in the overall text. This is mirrored by 
the Lisbon Declaration, that calls άfor a model of digital transformation that strengthens the human 
dimension of the digital ecosystem with the Digital Single Market as its core.έ [24] The assertion that 
άCitizens no longer feel in control over what happens with their personal data ώΧϐΦέ [3] fuels the vision 
of ŀ ά[..] the human-centred, secure and open digital environment [that] should comply with the law, 
but also further enable people to enforce their rights, such as the rights to privacy and data protection, 
freedom of expression, the rights of the child and consumer rights.[4] ¢Ƙƛǎ ƳŜŀƴǎ ǘƘŀǘ άLƴ ǘƘŜ ŘƛƎƛǘŀƭ 
space, we nŜŜŘ ǘƻ ƳŀƪŜ ǎǳǊŜ ǘƘŀǘ ǘƘŜ ǎŀƳŜ ǊƛƎƘǘǎ ǘƘŀǘ ŀǇǇƭȅ ƻŦŦƭƛƴŜ Ŏŀƴ ōŜ Ŧǳƭƭȅ ŜȄŜǊŎƛǎŜŘ ƻƴƭƛƴŜΦέ [4] 

A central notion of the people-centricity appears to be digital self-determination, sometimes also 
ǊŜŦŜǊǊŜŘ ǘƻ άǎƻǾŜǊŜƛƎƴǘȅέ ƻƴ ǘƘŜ ƛƴŘƛǾƛŘǳŀƭ ƭŜǾŜƭ (cf. Self-Sovereign Identity (SSI)). The basic rational is 
ǘƘŀǘ έTrust in the online world also means helping consumers take greater control of and responsibility 
for their own data and identity.έ [3]. According to the Berlin Declaration, for example, άEvery citizen 
and business in Europe should be able to navigate the digital world with confidence and in a self-
determined manner. Users should be further empowered to manage their digital identity and to 
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protect their personal data and privacy online.έ [5] ōŜŎŀǳǎŜ άthe people of Europe [should] maintain 
autonomy by keeping control over their data and its use.έ [5] The idea of self-determination is also 
picked up and further detailed in the Declaration of Digital RightsΣ ǎǘƛǇǳƭŀǘƛƴƎ ǘƘŀǘ άThat [the] right [of 
personal data protection] includes the control on how the data are used and with whom they are 
shared.έ [8] The proposed EUDIW [16][17] is a very concrete operationalization of this ambition for 
self-determination, providing both the functionality for electronic identification and for the sharing of 
data in form of Electronic Attestations of Attributes (EAA) under full control of the user. 

The aspect of self-determination is closely linked with the aspect of sovereignty at the strategic level. 
This is crucial for attaining the ONE visionΣ ōŜŎŀǳǎŜ άDigital sovereignty is key in ensuring the ability of 
citizens and public administrations to make decisions and act in a self-determined manner in the digital 
world.έ [5]. Stated differently: if the means of the DSM are predominantly controlled by companies 
and governments outside the European Union, then the individual self-determination is at the mercy 
of powers beyond the democratic control of the people of Europe. Consequently, the EC plans to 
άcarefully assess and address any strategic weaknesses, vulnerabilities and high-risk dependencies 
which put at risk the attainment of its ambitions and will need to accelerate associated investment. 
That is the way for Europe to be digitally sovereign in an interconnected world by building and 
deploying technological capabilities in a way that empowers people and businesses to seize the 
potential of the digital transformation, ώΧϐ.έ [4] 

2.4. Inclusion 

Inclusion is one European value that is prominently represented in current policy documents on the 
digital. άA new digital divide has also emerged, not only between well-connected urban areas and rural 
and remote territories, but also between those who can fully benefit from an enriched, accessible and 
secure digital space with a full range of services, and those who cannot.έ [4] Inclusion is hence an 
aspect that is best treated in its two facets: personal and economic inclusion. 

Personal inclusion in the objectives of the EC for 2030 means that ά[...] that democratic life and public 
services online will be fully accessible for everyone, including persons with disabilities.έ [4] An 
objective shared by the Member States in the Berlin Declaration ǘƘŀǘ ŦŜŜƭ ǘƘŀǘ άWhat is at stake is true 
digital empowerment of our citizens who want to benefit from a digitalised world. Everyone should be 
able to seize the opportunities offered by digitalisation. No one should be left behind.έ [5] and 
culminating in the ŎƻƳƳƛǘƳŜƴǘ ǘƻ άώΦΦ.] a digital transformation that leaves nobody behind. It should 
notably include elderly people, persons with disabilities, or marginalised, vulnerable or disenfranchised 
people and those who act on their behalf.έ [8] in the interinstitutional Declaration of Digital Right and 
Principles. 

In the business arena, inclusion means the άsupport [of the] digital transformation of both innovative 
and non-digital SMEs [..]. The objective is to achieve a high level of digital intensity, leaving no-one 
behind.έ [4] To do so, companies, especially SME need skilled experts, investment in innovation and 
άŀ frictionless single market, unhampered by diverging local or national regulations that increase 
administrative burdens for smaller companies in particular.έ [3] 

2.5. Free Flow of Data 

The ONE vison cannot ignore the aspect of the data-driven economy. The Open data principle of EIF 
from 2017 ǘƘŀǘ ŦƻŎǳǎŜǎ ƻƴ άreleasing machine-readable data for use by others to stimulate 
transparency, fair competition, innovation and a data-driven economy.έ [2] has matured into the Open 
Data Directive that ǎǘƛǇǳƭŀǘŜŘ ǘƘŀǘ Řŀǘŀ ƻǿƴŜŘ ōȅ ǇǳōƭƛŎ ōƻŘƛŜǎ άshall be re-usable for commercial or 
non-commercial ǇǳǊǇƻǎŜǎΦά [7]  The economic logic of this development is described by the EC as 
follows: έFor the development of many products and services, data needs to be widely and easily 
available, easily accessible, and simple to use and process. Data has become a key factor of production, 
and the value it creates has to be shared back with the entire society participating in providing the 
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data. This is why we need to build a genuine European single market for data - a European data space 
based on European rules and values. [3] 

From the above follows that it appears sensible for the ONE vision to fully embrace EIF 
wŜŎƻƳƳŜƴŘŀǘƛƻƴ пнΥ άtǳōƭƛǎƘ ƻǇŜƴ Řŀǘŀ ƛƴ ƳŀŎƘƛƴŜ-readable, non-proprietary formats. Ensure that 
open data is accompanied by high quality, machine-readable metadata in non-proprietary formats, 
including a description of their content, the way data is collected and its level of quality and the licence 
terms under which it is made available. The use of common vocabularies for expressing metadata is 
ǊŜŎƻƳƳŜƴŘŜŘΦέ [2] 

2.6. Secure and Trusted Environment 

That ONE must be built as in a secure and trusted online environment might appear obvious and the 
already 5ƛƎƛǘŀƭ aŀǊƪŜǘ {ǘǊŀǘŜƎȅ ǎǳƳƳŀǊƛȊŜŘ ǘƘƛǎ ǾŜǊȅ ŎƻƴŎƛǎŜƭȅΥ άThe Digital Single Market must be 
built on reliable, trustworthy, high-speed, affordable networks and services that safeguard consumers' 
fundamental rights to privacy and personal data protection while also encouraging innovation.έ [1] 
More recent policy documents confirm and further detail this notion. The Member States, for example 
ŜǎǘŀōƭƛǎƘŜŘ ǘƘŜ άneed to ensure that the European Union further strengthens its pioneering role in the 
research on secure and trustworthy technology design and that the opportunities of Emerging 
Disruptive Technologies (EDT)έ [5]  and ǘƘŀǘ άto ensure a free, open and safe digital domain and 
enhance social trust, fundamental rights and security should be integrated in all policies with a digital 
dimension.έ [5] 

As matter of fact, security-by-design and privacy-by-design are today widely accepted principles for 
the digitization of the public sector and are dissipating increasingly also to the private sector to the 
degree that European citizen may consider this part of their Digital Rights: 

¤ ά9ǾŜǊȅƻƴŜ should have access to digital technologies, products and services that are safe, secure, 
and privacy-ǇǊƻǘŜŎǘƛǾŜ ōȅ ŘŜǎƛƎƴΦέ [8] 

¤ ά9ǾŜǊȅƻƴŜ Ƙŀǎ ǘƘŜ ǊƛƎƘǘ ǘƻ ǘƘŜ ŎƻƴŦƛŘŜƴǘƛŀƭƛǘȅ ƻŦ ǘƘŜƛǊ ŎƻƳƳǳƴƛŎŀǘƛƻƴǎ ŀƴŘ ǘƘŜ ƛƴŦƻǊƳŀǘƛƻƴ ƻƴ ǘƘŜƛǊ 
electronic devices, and no one shall be subjected to unlawful online surveillance or interception 
ƳŜŀǎǳǊŜǎΦέ [8] 

In addition, the declared Digital Right clearly show that the vision of a secure and trusted environment 
goes far beyond technical question, like E2E encryption, to the functional aspects and the rules 
engrained in the digital environment: 

¤ άEveryone has the right to freedom of expression in the online environment, without fear of being 
censored or intimidated.έ [8] 

¤ άEveryone should have the means to know who owns or controls the media services they are 
using.έ [8] 

It is in this context of trust, in addition to people centricity (cf. section 17), that highlights how 
fundamental the EUDIW [16][17] proposition is considered to be for the long-term benefits of a 
seamless DSM ecosystem. In the words of the Berlin DeclarationΣ ƛǘ ƛǎ ǊŜǉǳƛǊŜŘ ǘƻ άStrengthen trust 
ǘƘǊƻǳƎƘ ǎŜŎǳǊƛǘȅ ƛƴ ǘƘŜ ŘƛƎƛǘŀƭ ǎǇƘŜǊŜ ōȅ ώΧϐ ǘŀƪƛƴƎ ǎǘŜǇǎ ǘƻ ƳŀƪŜ ǿƛŘŜƭȅ ǳǎŀōƭŜΣ ǎŜŎǳǊŜ ŀƴŘ 
interoperable electronic identification and trust services for electronic transactions available for each 
European resident and providing trustworthy, user-centric, accessible and reliable public services and 
information;έ [5] 

Trust and security, however, also present a polarity to privacy and self-determination (cf. section 17). 
Fake news, the application of targeted advertising to political propaganda, internet trolls and online 
grooming are all symptoms of a free online environment that point to the legitimate interest to know 
who said/wrote/published what and when. The Berlin Declaration, for example, ǎǘŀǘŜǎ ǘƘŀǘ άEuropean 
democracy must be protected from both disinformation and outright attacks on elections with due 
respect for the freedom of expression. All citizens should be able to verify the authenticity of online 
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information, websites and applications. Everyone, especially children and young people, needs the 
best possible protection from malicious cyber activity like cyber bullying, mobbing or grooming.έ [5] 
Balancing tƘŜ άŘǳŜ ǊŜǎǇŜŎǘέ ŦƻǊ ŦǊŜŜŘƻƳ ƻŦ ŜȄǇǊŜǎǎƛƻƴ ŀƴŘ ǇǊƛǾŀŎȅ ƛƴ ƎŜƴŜǊŀƭ with the requirement to 
ǇǊŜǾŜƴǘ άƳŀƭƛŎƛƻǳǎ ŎȅōŜǊ ŀŎǘƛǾƛǘȅέ ǘŀǊƎŜǘƛƴƎ ƛƴŘƛǾƛŘǳŀƭǎ and our democratic society as a whole, will be 
a central challenge in attaining ONE vision of the Digital Europe. 

2.7. Role of the government 

The long-term vision that emerges from the analysis of current policy documents implies a 
transformation in the role played by government and public administration. New roles are emerging 
and existing roles are slowly changing. 

This starts with the fundamental role of the government as regulator that we see reconfirmed and 
widened in a Digital Europe. A DSM ecosystem that is secure-by-design and privacy-by-design, is non-
discriminatory and seamless across Europe and adheres to European norms and values, respecting our 
Digital Rights [7] is a rule-based sociotechnical system that demands regulation at a very detailed, even 
technical level. 

Examples of this are Implementing Acts (IA) that put forward the άorganisational and technical 
specificationsέ of actual information systems, like the OOTS [13] or the long list of IAs that are 
mentioned in the proposed eIDAS revision [16]. We observe some level of struggling to come to terms 
with this new, detailed level of regulating sociotechnical systems, i.e. to find the right balance of what 
needs to be enforced by law (incl. IAs), and what can be covered by different governance approaches, 
including, but not limited to standards. An example of the latter is recital 96 of the Digital Markets Act: 
ά¢ƘŜ ƛƳǇƭŜƳŜƴǘŀǘƛƻƴ ƻŦ ǎƻƳŜ ƻŦ ǘƘŜ ƎŀǘŜƪŜŜǇŜǊǎΩ ƻōƭƛƎŀǘƛƻƴǎΣ ǎǳŎƘ ŀǎ ǘƘƻǎŜ ǊŜƭŀǘŜŘ ǘƻ Řŀǘŀ ŀŎŎŜǎǎΣ 
data portability or interoperability could be facilitated by the use of technical standards.έ [6] 

These same dynamics apply to the executive function of government, if ensuring a level playing field 
ƛƴ ǘƘŜ 5{a ƛƳǇƭƛŜŘ άthat rules applying offline ς from competition and single market rules, consumer 
ǇǊƻǘŜŎǘƛƻƴΣ ǘƻ ƛƴǘŜƭƭŜŎǘǳŀƭ ǇǊƻǇŜǊǘȅΣ ǘŀȄŀǘƛƻƴ ŀƴŘ ǿƻǊƪŜǊǎΩ ǊƛƎƘǘǎ ς should also apply online. Consumers 
need to be able to trust digital products and service just as much as they would any other.έ [3]. 
Information system are, by their very nature, rule-bases systems. For a seamless DSM ecosystem to 
function, they will need to be become ΨǊǳƭŜ ƻŦ ƭŀǿΩ-based systems. This amounts to the automation of 
parts of the executive function of government, because much of the behaviour of our information 
systems is fully automated, without direct intervention or control of a human. It is worth mentioning 
that this ƛƴŎƭǳŘŜǎ άpublic interests that go beyond competition or economic considerations.έ [3] Very 
ŦŀǊ ōŜȅƻƴŘΣ ƛŦ ǿŜ ŎƻƴǎƛŘŜǊ ǘƘŀǘ ǿŜ ŀǊŜ ƭƻƻƪƛƴƎ ŀǘ ŀ Ǿƛǎƛƻƴ ǿƘŜǊŜ άEuropean values and ethical rules and 
social and environmental norms must apply also in the digital space.έ[3] 

A novel and much more operational role is the stewardship of the DSM infrastructure, which follows 
from ǘƘŜ ŎƻƳƳƛǘƳŜƴǘ ǘƻ άfostering responsible and diligent action by all digital actors, public and 
private, for a safe and secure digital environment;έ[8] The majority of the systems making up the DSM, 
as well as the majority of the organisation providing them will not be part pf the public administration. 
The interoperable, save and secure functioning of all systems making up the DSM ecosystem cannot 
be ensured by juridical means alone for two reasons: first, reaction time and second, a much wider 
scope of compliance than the distinction between legal and illegal behaviour. Stated differently, a 
service level overrun and even a data breach is by no means always a legal question, but nevertheless 
requires corrective action. As a consequent, government must assume a role in the operational 
governance of the ecosystem that extends well beyond the systems that are operated by the public 
sector. 

Another, quite obvious, role is the role as provider of digital key services. άPeople are free to work 
and relocate and businesses are free to trade and operate in all EU Member States. In doing so, they 
inevitably have to interact electronically with Member State public administrations.έ [2] The reason to 
ǊŜǎǘǊƛŎǘ ǘƘƛǎ ǘƻ ΨƪŜȅΩ ǎŜǊǾƛŎŜǎ if very well explained by EIF principle 10: άWhere possible, public 
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ŀŘƳƛƴƛǎǘǊŀǘƛƻƴǎ ǎƘƻǳƭŘ ǎŜŜƪ ǘƻ ώΧϐ ŜƭƛƳƛƴŀǘƛƴƎ ŀƴȅ [administrative processes] that does not provide 
public value.έ [2] This means not only to cut bureaucratic red band, but also to concentrate on services 
that provide public value. 

Some of these key services are associated with the role of the government as trusted party. This role 
is increasingly import and cannot be overstated: άFor Europe to truly influence the way in which digital 
solutions are developed and used on a global scale, it needs to be a strong, independent and 
purposeful digital player in its own right. In order to achieve this, a clear framework that promotes 
trustworthy, digitally enabled interactions across society, for people as well as for businesses, is 
needed. Without this focus on trustworthiness, the vital process of digital transformation 
cannot succeed.έ [3] One specific key service that government provides in their role as trust party is 
the digital identity, which will receive a major update with the EUDIW [16][17]. The DSM will greatly 
benefit, if participants in digital interactions and especially digital economic transactions can trust in 
the identity of their counterpart because it is guaranteed by their government. 

Next to regulation and taxation, subsidies are considered the third important means available to 
government for steering societal developments. άIn an ever-shrinking world where technology is 
gaining in importance, Europe needs to continue to act and decide independently and reduce over-
reliance on digital solutions created ŜƭǎŜǿƘŜǊŜΦέ [3] This means that for the digital transformation of 
Europe to succeed and to safeguard our strategic sovereignty, government acts as co-investor in 
digital innovation: ά¢ƘŜ /ƻƳƳƛǎǎƛƻƴ ǿƛƭƭ ǇǳǊǎǳŜ ǘƘŜ 9¦ ǎ ŘƛƎƛǘŀƭ ŀƳōƛǘƛƻƴǎ ŦƻǊ нлол ǘƘǊƻǳƎƘ ώΧϐ Ƴǳƭǘƛ-
country projects combining investments from the EU, Member States and the private sectorέ [10] 

One specific aspect of investment in innovation in the information economy is that this investment 
goes beyond technological innovation to include operational expenses in the starting phase of an 
enterprise. This upfront investment in operation is required to create the critical mass so that positive 
network externalities grow beyond a value threshold that can sustain the underlying operation. It is 
this logic [25] that leads to the new type of natural monopolies that are ŀƭǎƻ ƪƴƻǿƴ ŀǎ άǾŜǊȅ ƭŀǊƎŜ 
ǇƭŀǘŦƻǊƳǎέ[6]. The investment in providing every European citizen with an EUDIW, including the 
investment in public services to provide attestations to these wallets and to use these attestations in 
public service encounters must be seen as a market-level, up-front investment in such critical mass. 
This should benefit European start-ups and SME by enabling them to offer innovative digital service 
and products in the DSM. 

The above-mentioned investment in the EUDIW Ŏŀƴ ōŜ ǳƴŘŜǊǎǘƻƻŘ ŀǎ ƻƴŜ ŜȄŀƳǇƭŜ ƛƴ ǿƘƛŎƘ άThe 
public sector has an important role in stimulating digital transformation.έ [10] The stimulation of the 
digital transformation, however, goes much further than that and hinds to the role of the government 
as community leader. The Member States in the Berlin Declaration άώΦϐ acknowledge the public sector 
as an essential element for the European Single Market and a driving force for new and innovative 
technological solutions for public services and societal challenges. Public authorities at all levels must 
lead by example to strengthen the tenets of the European Union by adopting the following cornerstone 
principles in the digital sphereέ [5].  

2.8. Cross-sectoral Governance on European Level 

The eighth aspect of the ONE vision that we can derive from current policy documents is the 
emergence of a cross-sectoral governance. EIF states that άIƛǎǘƻǊƛŎŀƭƭȅΣ ŀǇǇƭƛŎŀǘƛƻƴǎ ŀƴŘ ƛƴŦƻǊƳŀǘƛƻƴ 
systems in public administrations were developed in a bottom-up fashion, trying to solve domain-
ǎǇŜŎƛŦƛŎ ŀƴŘ ƭƻŎŀƭ ǇǊƻōƭŜƳǎΦέ [2] A solution to counter this development is described in EIF 
Recommendation 32 and builds on the role of the government as community leader: άSupport the 
establishment of sector-specific and cross-sectoral communities that aim to create open information 
specifications and encourage relevant communities to share their results on national and European 
platforms.έ[2] 
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The emergence of a cross-sectoral governance is additionally fuelled by realisation that the regulatory 
means available today struggle to deal with the level of governance required to develop, evolve and 
operate a sociotechnical ecosystem, as mentioned at the beginning of section 2.7 above. The proposed 
Interoperable Europe Act would to be a very important step in establishing such a governanceΦ Lǘ άώΦΦϐ 
lays down measures to promote the cross-border interoperability of network and information systems 
which are used to provide or manage public services in the Union by establishing common rules and a 
framework for coordination on public sector interoperability, with the aim of fostering the 
development of interoperable trans-European digital public services infrastructure.έ [9] For the ONE 
vision to succeed, this path ought to be followed further to extend this governance beyond the public 
service domain as a mechanism to relieve the legislative process from regulating technical and 
operational details and to support government in the stewardship of the DSM ecosystem.  
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3. Analysis of Interview Results  

3.1. Interview and Analysis Approach  

Additional to literature research in chapter 2, eight European experts, from the areas of eGovernment, 
Interoperability, European law and SSI have been interviewed to gather individual views on ONE 
Network for Europe. The interviews have been conducted along the five EIF IOP layers ς Legal, 
Technical, Semantical, Organisational and Governance (for definition, please refer to Annex II).  

In each interview the interviewee was asked to highlight three solution elements per layer, which are 
seen as essential for future shape and content of the network. As the results show, most of the 
interviewees named three topics, in rare cases only one or even four topics. Furthermore, each 
interviewee was asked to highlight the most important points with a ranking and extra points over all 
named topics in all five layers. This has been included in the interview sheets as such (and as one result) 
and this interview sheets are available in the Annex IV, nonetheless they are not part of the public 
results.  

Within the process of evaluation, it appeared that it was of main importance to get the wide variety of 
answers in concise core exclamations, executed in a multi-step concretion. Therefore, the following six 
steps have been executed in the evaluation: 

1. Merging of all answers within the EIF layer structure ς all answers with priorities visible 
2. Categorisation within the EIF layer structure within subcategories 
3. Summarising of the meanings off all individual statements 
4. Creation of five mind maps of all summarised meaning for visualisation, incl. subcategories  
5. Merging within one combined mind map, incl. further condensed grouping 
6. Deduction of core sentences out of the condensed grouping in the combined mind map 

 

Figure 3: Visualisation of the analysis steps 
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In the next sections (3.2 to 3.4) the steps for analysis are included as follows: 

¤ Step 1 results are explained in chapter 3.2 and the questionnaires with all the information are 
included in Annex IV  

¤ Step 2 results  are explained in chapter 3.2; the results of step 2 are included in the results of step 
4 

¤ Step 3 results are explained in chapter 3.2; the results of step 3 are included in the results of step 
4 

¤ Step 4 results are explained in chapter 3.2 and the five regarding mind maps following the EIF layer 
categorisation are included in Annex V  

¤ Step 5 results are depicted in chapter 3.3 
¤ Step 6 results are included in chapter 3.4 

3.2. Explanation of Steps 1 to Step 4 of the Analysis 

Step 1 

In the first step of the analysis the pure answers of the eight questionnaires have been structured 
within the five EIF layers and coloured for a better readability and comparability. The colour code of 
the header sections of each answer area serves for the identification of the related questionnaire (in 
random order):  

Interviewed Person 1 

Interviewed Person 2 

Interviewed Person 3 

Interviewed Person 4 

Interviewed Person 5 

Interviewed Person 6 

Interviewed Person 7 

Interviewed Person 8 

 

The structured answers of the questionnaire itself exhibits a substantive and autonomous result. 

Step 2 

In the second step of the analysis subcategories have been deducted from the answers within each EIF 
layer, which resulted in first content-related clusters. This step was conducted as a preparatory work 
to the following step 3 (and consecutive step 4). 

Step 3 

In the third step of the analysis a summary (of the meaning) to each answer within the subcategories 
(of step 2) have been included. For the further analysis these summaries have been taken instead of 
the long versions of the answers. This step was conducted as a preparatory work to the following step 
4. 

Step 4 

In the fourth steps of the summaries and subcategories have been depicted in mind maps following 
ǘƘŜ 9LC ƭŀȅŜǊ ǎǘǊǳŎǘǳǊŜ ŀǎ ŀ ǇǊŜǇŀǊŀǘƻǊȅ ǿƻǊƪ ǘƻ ǘƘŜ ŦƻƭƭƻǿƛƴƎ ǎǘŜǇ рΦ ¢Ƙƛǎ άǾƛǎǳŀƭƛǎŀǘƛƻƴέ ƛǘǎŜƭf exhibits 
a substantive and autonomous result. 
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3.3. Analysis of the interviews, step 5: Merged Mind Map with further 
condensed grouping of meanings and subcategories 

As shown in the depiction above the EIF layer categorisation shifted into another categorisation, which 
is shown in the following mind map. A recirculation into the EIF layer categorisation is possible in the 
following way:  

¤ Legal IOP is covered in Governance, especially in Legal Governance / EU Governance 
¤ Organisational IOP is interwoven in all categories, also in the new category Harmonisation 
¤ Semantical IOP id covered in Architecture, especially in Semantics / Automation / AI 
¤ Technical IOP is covered in Architecture and Data 
¤ Governance IOP is covered in Governance 
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Figure 4: Deducted Mind Map (non EIF Layer Structure) 

 
 




















































































































